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DM Program Overview
 Disaster Management (DM) is a data communications program of 

the Department of Homeland Security’s Office for Interoperability 
and Compatibility (OIC). OIC is managed by the Science and 
Technology Directorate.  

 DM’s mission is to improve emergency response and recovery by 
developing tools and messaging standards that help local, tribal, 
state, and Federal emergency response agencies effectively 
manage emergencies and exchange information real-time. 

 DM is comprised of four components:

• Data Messaging Standards Initiative 

• DM Interoperability Services (DMIS) software toolset

• Open Platform for Emergency Networks (OPEN) interoperability 
backbone

• DisasterHelp.Gov portal
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DM Components





3

New DisasterHelp.Gov Homepage

Let’s take a closer look at the new homepage…
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Status of Data Messaging Standards 
 Distribution Element (DE): DE was adopted in April 2006. DE provides a 

flexible data distribution framework for emergency information systems. 

Messages may be distributed by specific recipients, by a geographic area, 

or by other codes such as agency type, e.g., police, fire.

 Hospital AVailability Exchange (HAVE): Adoption of HAVE is expected in 
early 2007. HAVE was submitted to the Organization for the Advancement 
of Structured Information Standards (OASIS) in January 2006. HAVE 
provides standard exchange of hospital status, capacity, and availability 
between medical organizations and emergency information systems.

– HAVE OASIS public comment period will end on January 19, 2007. 

 Resource Messaging (RM): Submitted to OASIS in January 2006.  RM 
provides standard exchange of resource (persons or things) information 
needed to support emergency and incident preparedness.

– Draft RM was used in the National Capital Region Data Exchange Hub.

– RM was exchanged among 19 jurisdictions across DC, MD, VA.
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